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Federal Communications Commission § 9.5 

of the State not otherwise served by a 
local PSAP. 

Wireline E911 Network. A dedicated 
wireline network that: 

(1) Is interconnected with but largely 
separate from the public switched tele-
phone network; 

(2) Includes a selective router; and 
(3) Is utilized to route emergency 

calls and related information to 
PSAPs, designated statewide default 
answering points, appropriate local 
emergency authorities or other emer-
gency answering points. 

§ 9.5 E911 Service. 
(a) Scope of Section. The following re-

quirements are only applicable to pro-
viders of interconnected VoIP services. 
Further, the following requirements 
apply only to 911 calls placed by users 
whose Registered Location is in a geo-
graphic area served by a Wireline E911 
Network (which, as defined in § 9.3, in-
cludes a selective router). 

(b) E911 Service. As of November 28, 
2005: 

(1) Interconnected VoIP service pro-
viders must, as a condition of providing 
service to a consumer, provide that 
consumer with E911 service as de-
scribed in this section; 

(2) Interconnected VoIP service pro-
viders must transmit all 911 calls, as 
well as ANI and the caller’s Registered 
Location for each call, to the PSAP, 
designated statewide default answering 
point, or appropriate local emergency 
authority that serves the caller’s Reg-
istered Location and that has been des-
ignated for telecommunications car-
riers pursuant to § 64.3001 of this chap-
ter, provided that ‘‘all 911 calls’’ is de-
fined as ‘‘any voice communication ini-
tiated by an interconnected VoIP user 
dialing 911;’’ 

(3) All 911 calls must be routed 
through the use of ANI and, if nec-
essary, pseudo-ANI, via the dedicated 
Wireline E911 Network; and 

(4) The Registered Location must be 
available to the appropriate PSAP, des-
ignated statewide default answering 
point, or appropriate local emergency 
authority from or through the appro-
priate automatic location information 
(ALI) database. 

(c) Service Level Obligation. Notwith-
standing the provisions in paragraph 

(b) of this section, if a PSAP, des-
ignated statewide default answering 
point, or appropriate local emergency 
authority is not capable of receiving 
and processing either ANI or location 
information, an interconnected VoIP 
service provider need not provide such 
ANI or location information; however, 
nothing in this paragraph affects the 
obligation under paragraph (b) of this 
section of an interconnected VoIP serv-
ice provider to transmit via the 
Wireline E911 Network all 911 calls to 
the PSAP, designated statewide default 
answering point, or appropriate local 
emergency authority that serves the 
caller’s Registered Location and that 
has been designated for telecommuni-
cations carriers pursuant to § 64.3001 of 
this chapter. 

(d) Registered Location Requirement. 
As of November 28, 2005, interconnected 
VoIP service providers must: 

(1) Obtain from each customer, prior 
to the initiation of service, the phys-
ical location at which the service will 
first be utilized; and 

(2) Provide their end users one or 
more methods of updating their Reg-
istered Location, including at least one 
option that requires use only of the 
CPE necessary to access the inter-
connected VoIP service. Any method 
utilized must allow an end user to up-
date the Registered Location at will 
and in a timely manner. 

(e) Customer Notification. Each inter-
connected VoIP service provider shall: 

(1) Specifically advise every sub-
scriber, both new and existing, promi-
nently and in plain language, of the 
circumstances under which E911 serv-
ice may not be available through the 
interconnected VoIP service or may be 
in some way limited by comparison to 
traditional E911 service. Such cir-
cumstances include, but are not lim-
ited to, relocation of the end user’s IP- 
compatible CPE, use by the end user of 
a non-native telephone number, 
broadband connection failure, loss of 
electrical power, and delays that may 
occur in making a Registered Location 
available in or through the ALI data-
base; 

(2) Obtain and keep a record of af-
firmative acknowledgement by every 
subscriber, both new and existing, of 
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having received and understood the ad-
visory described in paragraph (e)(1) of 
this section; and 

(3) Distribute to its existing sub-
scribers warning stickers or other ap-
propriate labels warning subscribers if 
E911 service may be limited or not 
available and instructing the sub-
scriber to place them on or near the 
equipment used in conjunction with 
the interconnected VoIP service. Each 
interconnected VoIP provider shall dis-
tribute such warning stickers or other 
appropriate labels to each new sub-
scriber prior to the initiation of that 
subscriber’s service. 

(f) Compliance Letter. All inter-
connected VoIP providers must submit 
a letter to the Commission detailing 
their compliance with this section no 
later than November 28, 2005. 

PART 11—EMERGENCY ALERT 
SYSTEM (EAS) 

Subpart A—General 

Sec. 
11.1 Purpose. 
11.11 The Emergency Alert System (EAS). 
11.12 Two-tone Attention Signal encoder 

and decoder. 
11.13 Emergency Action Notification (EAN) 

and Emergency Action Termination 
(EAT). 

11.14 Primary Entry Point (PEP) System. 
11.15 EAS Operating Handbook. 
11.16 National Control Point Procedures. 
11.18 EAS Designations. 
11.19 EAS Non-participating National Au-

thorization Letter. 
11.20 State Relay Network. 
11.21 State and Local Area Plans and FCC 

Mapbook. 

Subpart B—Equipment Requirements 

11.31 EAS protocol. 
11.32 EAS Encoder. 
11.33 EAS Decoder. 
11.34 Acceptability of the equipment. 
11.35 Equipment operational readiness. 

Subpart C—Organization 

11.41 Participation in EAS. 
11.42 Participation by communications 

common carriers. 
11.43 National level participation. 
11.44 EAS message priorities. 
11.45 Prohibition of false or deceptive EAS 

transmissions. 
11.46 EAS public service announcements. 

11.47 Optional use of other communications 
methods and systems. 

Subpart D—Emergency Operations 

11.51 EAS code and Attention Signal Trans-
mission requirements. 

11.52 EAS code and Attention Signal Moni-
toring requirements. 

11.53 Dissemination of Emergency Action 
Notification. 

11.54 EAS operation during a National 
Level emergency. 

11.55 EAS operation during a State or Local 
Area emergency. 

Subpart E—Tests 

11.61 Tests of EAS procedures. 

AUTHORITY: 47 U.S.C. 151, 154 (i) and (o), 
303(r), 544(g) and 606. 

SOURCE: 59 FR 67092, Dec. 28, 1994, unless 
otherwise noted. 

Subpart A—General 

§ 11.1 Purpose. 
This part contains rules and regula-

tions providing for an Emergency Alert 
System (EAS). The EAS provides the 
President with the capability to pro-
vide immediate communications and 
information to the general public at 
the National, State and Local Area lev-
els during periods of national emer-
gency. The rules in this part describe 
the required technical standards and 
operational procedures of the EAS for 
AM, FM and TV broadcast stations, 
cable systems and other participating 
entities. The EAS may be used to pro-
vide the heads of State and local gov-
ernment, or their designated represent-
atives, with a means of emergency 
communication with the public in their 
State or Local Area. 

§ 11.11 The Emergency Alert System 
(EAS). 

(a) The EAS is composed of broadcast 
networks; cable networks and program 
suppliers; AM, FM Low-power FM 
(LPFM) and TV broadcast stations; 
Class A television (CA) stations; Low- 
power TV (LPTV) stations; cable sys-
tems; wireless cable systems which 
may consist of Broadband Radio Serv-
ice (BRS), or Educational Broadband 
Service (EBS) stations; and other enti-
ties and industries operating on an or-
ganized basis during emergencies at 
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